
OSI Model
The OSI Model is a seven layer conceptual model of how communication across a network (Internet Included) should take place. Its purpose is to break down the complexity of networking into seven smaller, more manageable pieces. It determines the various components that may exist on a network and how they should operate. Each of the layers builds upon the previous layer. This layered approach defines not how vendors should implement their products but only how they should conform to the standards and protocols as defined in the OSI model.

        The seven layers of the OSI model are

1. Physical Layer (Layer 1): This is the lowest layer of the OSI model and is concerned with the physical delivery of data from one computer to another. This layer involves the actual physical hardware needed for the delivery. Such as wires, cables, and switches. Physical components at this layer can be tampered with to cause a security breach.

2. Data Link Layer(Layer 2): As the name suggest this layer is responsible for transferring data across the physical connection between linked computers

3. Network Layer(Layer 3): Moves the data from one point to another within the network

4. Transport Layer(Layer 4): This segments and reassembles data into DataStream, allowing the transmission of data from sender to receiver

5. Session Layer (Layer5): This manages and maintains a communication session between data applications

6. Presentation Layer (Layer 6): It works in conjunction with application layer to provide data representation and formatting, data compression and encryption. 

7. Application Layer (Layer 7): This is the top layer in the model and the one that is closest to the end user. It provides network services to a user program.

L:\Administration\Templates\Bcc\Normal.dot

